
ELauncher
Control access to apps on your Unitech 
devices and restrict the use of settings, 
noti�cations, recent key and the safe 
mode. ”“

Key Bene�ts

Configure the apps to be accessible for 
device users, and lock out all other apps.

Restrict access to Android se�ngs, 
no�fica�ons, recent key and safe mode, 
adding a peace of mind for IT administrators.

Supports two opera�on modes for the 
majority of enterprise usage: Launcher 
Mode and Kiosk Mode. 

Password Setting Lock

Operation Modes

01 Launcher Mode
When device boots up, home screen presents a number of 
whitelisted work apps configured by the IT admin. 
However, the access to Android se�ngs, no�fica�ons, recent 
key, and the safe mode are all locked out to the users.

02 Kiosk Mode (Single App Mode)
When device boots up, the device users can only use the one 
designated applica�on. 
Access to home screen, no�fica�ons, recent key, safe mode, 
and the Android se�ngs are all locked out to the users.

Accessing the administrator se�ngs requires a password. Only 
when the password is correct the user is allowed to access 
admin func�ons such as app list modifica�on

Safe Mode Lock
The Android Safe Mode can technically be ac�vated by anyone, 
and when the device boots into the Safe Mode, ELauncher is 
then disabled. With ELauncher’s Safe Mode Lock feature, when 
the device enters Safe Mode, the users will see a lock out 
message and will be unable to use the device un�l it is reboot-
ed normally again.
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